
  

 

 

Be Aware of Fraudulent Communications  

 

You may be contacted by unscrupulous people who pretend they work for PTN Events to try to get you to provide your personal 

information, money, or payment information. These communications may include PTN Events branding, but they are not legitimate.  

To help you identify these fraudulent communications, please note:  

• We will NEVER ask you to wire money anywhere, send us cash, or provide us with your bank account information. 

• We will NEVER send you payment in advance for activities related to employment with PTN Events. 

• We will NEVER ask you to be a mystery or secret shopper – we don’t conduct that kind of research!  

• We will NEVER ask for personal information or payment for PTN Events services via LinkedIn, or any other social media 

platform.  

Legitimate emails only come from firstname.lastname@ptnevents.com email addresses. We have provided an example below of a 

scam email using a fraudulent PTN Events email account, with other red flags of a potentially fraudulent communication.  

If you’ve received an email similar to the one below, it is NOT valid. If you are concerned about an email claiming to be from PTN 

Events and want to check if it’s legitimate, please contact us at Contact Us - PTN Events.  

Please don’t reply or otherwise respond to the suspicious email – by doing so, you would confirm your email account is active and 

you might receive even more spam.  

For additional information about recent scams and how to recognize the warning signs, visit the Federal Trade Commission’s 

website. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

See example on next page: pg. 1 

https://ptnevents.com/contact_us/
https://consumer.ftc.gov/scams
https://consumer.ftc.gov/scams


 

 
 
From: ptn <meesha.ptn@gmail.com> 
Sent: Sunday, September 12,2021 7:12 AM 
Subject : BRAND ADVERTISEMENT ORDER 
To : afakjf; algk k glaaaaaaaaaaaaj 

Dear info,  

We are in a search for better price and service for the attached product . 

Please Find The Attached New Orders. 

WE NEED YOU TO CONFIRM US WHEN IS POSSIBLE TO SHIP AND PAYMENT ALL THE OPEN ORDERS AS 
ATTACHED. 
We request you to share your bank details and will give you the discounts of $2999.99 which will be deposited to your bank 
account. 

 

 

While opening the details mention in attachment, always remember that you open in incognito so you cannot use notepads 
in or within sight of the location.  

Please sent attach detail immediately to get the above discount and keep this email saved with you, 

We await your kind confirmation,  

Regards, 

PTN Events group 
www.ptnevents.com 

 

 

 

 

 

 

 

 

 

 

 

pg. 2 

Legitimate emails will be sent from ptnevent/ptnevents.com email address 

Scam emails often overuse punctuation or capital letters 
in the subject line to get your attention. 

Receiving money unprompted, before complete a 
request task, is most likely a scam. 

Grammatical errors or omission of keywords, can help 
identify a scam email. 

http://www.ptnevents.com/

